Onboarding your Linux device using the BU Connect Portal

- Connect your Linux Device to any internet connection.

- Open a web browser and go to the URL buconnect.brandonu.ca. Read and Accept the Terms &
Conditions, then click Start.
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Welcome to the Brandon University Network

ir‘ Access to the Brandon University network is resfricted fo
authorized users and requires acceptance of the Terms &
Conditions below.

Onece authorized for access, your device will be configured with a
unigue certificate for secure network access.

Please refer to the Documentation on the Brandon University
website if you require assistance.

M | agree to the Terms & Conditions




- If you are Students, Staff, or Faculty, select the Students, Faculty, or Staff option.
- If you are an Authorized Guest of Brandon University Select Authorized Guests.
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Students, Faculty, or Staff

Students/Staff Select this opfion if you are a Student,
Faculty, or a Staff Member of BLU.

Authorized Guests

G ] EStS Select this opticn if you are a Authorized
BU Guest



- If you selected Students, Staff, or Faculty you will be prompted to enter your BU Username and
Password.
- If you selected Authorized Guests you will be prompted for your Voucher Code.
o Your Voucher Code will be 5 Upper Case letters.
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BU Connect Secure Wireless On Boarding Portal
Enter your BU Usemame and Password to renew your device for secure wireless
aACCEss.

Usemame:

Password:

—

Students, Staff, or Faculty
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Authorized Guest Vouchers

Enter the wvoucher that you received from Brandon University.

Voucher:

o

Authorized Guests



Once you have successfully authenticated you will be prompted to download and run the BU
Connect Network Wizard.
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To access the secure network, follow the instructions below based on
your computer's operating system.

Ubuntu & Fedora Linux

Download for Linux
Cloudpath-»64 tarbz2

When the Archive Manager appears, click the Extract button, select
a folder, and click Extract.

After the file is extracted, go to the folder you selected and double-
click on the Cloudpath-x64 file.

Linux files are available for both x84 and xB6 systems

Show all operating systems.




- Extract the contents of the downloaded file and run the executable in the extracted folder.
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Cloudpath-x64 14
M network_config.xml 16
resources.properties 19
session.properties 12
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DEVICES Name v Size Type Date Modified

File System files 4.1 kB folder Today

- N 14.6 MB executable Today |

- 164.7 kB XML document Today

e B 19.0 kB plain text document Today
IS session.properties 126 bytes plain text document Today
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The wizard will then start to configure your device for access to the secure wireless network.
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Congratulations! You are now configured to use the
network with an 551D of 'BU_Wireless'.




Your Linux device is now configured for access to the secure wireless network. To confirm you are
on the secure wireless network you can check your wireless networks and make sure that you are
connect to the BU_Wireless SSID.
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WPMN Connections

+ Enable Networking

v Enable Wi-Fi
Connection Information
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